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Nowy Dwor Gdanski, 10 lutego 2026 .

ZAPYTANIE OFERTOWE

na
Organizacje i przeprowadzenie szkolen 7 zakresu zarzqgdzania urzgdzeniami Fortigate (szkolenie
FortiOs Administrator dla 2 0sob ) oraz zarzqdzania bezpieczenstwem w srodowisku MS Windows
Server i Windows 10/11 (1 osoba) dla Informatykow zatrudnionych w Starostwie Powiatowym
w Nowym Dworze Gdanskim

w ramach projektu pn. ,,Cyberbezpieczny Powiat Nowodworski”
L. ZAMAWIAJACY

Powiat Nowodworski

ul. gen. Wladystawa Sikorskiego 23
82-100 Nowy Dwor Gdanski

NIP 5792231171

REGON 192644808

tel. 5524736 71

I1. TRYB UDZIELENIA ZAMOWIENIA

1. Postgpowanie przeprowadzone jest zgodnie z Regulaminem udzielania zamoéwien
publicznych o wartosci mniejszej niz 170.000,00 ztotych netto wprowadzonym
Zarzadzeniem Nr 71/2025 Starosty Nowodworskiego z dnia 19 grudnia 2025 r. w sprawie
uchwalenia regulaminu udzielania zamowien publicznych przez Powiat Nowodworski
realizowanych w Starostwie Powiatowym w Nowym Dworze Gdanskim, o wartosci
mniejszej niz 170 000,00 zl netto.

III.  OPIS PRZEDMIOTU ZAMOWIENIA

Organizacja i przeprowadzenie szkolen:
1. Szkolenie FortiOS Administrator dla informatyka (2 osoby).
2. Szkolenie z zarzadzania bezpieczenstwem w $rodowisku MS Windows Server i Windows
10/11 (1 osoba).
Powyzsze szkolenia przeznaczone s3 dla informatykéw zatrudnionych w Starostwie
Powiatowym w Nowym Dworze Gdanskim i maja na celu podniesienie kompetencji kadry
1 podniesienie poziomu bezpieczenstwa informatycznego w Starostwie Powiatowym w Nowym
Dworze Gdanskim w ramach grantu pn. ,,Cyberbezpieczny Powiat Nowodworski”.
Projekt ,,Cyberbezpieczny Powiat Nowodworski” jest wspétfinansowany
przez Unie Europejska ze srodkéw Europejskiego Funduszu Rozwoju Regionalnego
w ramach Programu Fundusze Europejskie na Rozwdj Cyfrowy.
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1. Terminy szkolen:

a) Szkolenia zostang przeprowadzone w dni robocze w godzinach pracy Starostwa
w terminie do konca kwietnia 2026 r.

b) Szkolenia zostang przeprowadzone w jezyku polskim lub angielskim.

c¢)_Ostateczny termin kazdego ze szkolen zostanie uzgodniony z Zamawiajgcym za
posrednictwem poczty elektronicznej pod adresem informatyk@nowydworgdanski.pl —
co najmniej 1 tydzien przed planowanym terminem szkolenia.

2. Opis zakresu szkolen:
I szkolenie - Szkolenie FortiOS Administrator

Typ szkolenia: Zdalne (wyklad+¢éwiczenia praktyczne ). Wymagane minimum 12 godzin wykladow
oraz minimum 10 godzin ¢wiczen praktycznych.

Zakres szkolenia powinien obejmowac¢ przynajmniej ponizsze zagadnienia administrowania
urzadzeniami FortiGate z FortiOS w najnowszej dost¢epnej wersji w dniu skladania ofert. Po
ukonczeniu kursu uczestnik bedzie w stanie:

1) Skonfigurowac¢ podstawowe ustawienia sieciowe FortiGate od ustawien fabrycznych
2) Skonfigurowac i kontrolowac dostep administratora do FortiGate
3) Korzysta¢ z GUI 1 CLI do administracji
4) Opisa¢ metody rejestracji urzadzen
5) Wyswietla¢ 1 wyszukiwac logi na FortiGate 1 FortiAnalyzer
6) Konfigurowac polityki firewall dla IPv4
7) Stosowac¢ przekierowanie portow, NAT Zrodlowy 1 NAT docelowy
8) Analizowa¢ tablice routingu FortiGate
9) Konfigurowac routing statyczny
10) Implementowac redundancje tras i rownowazenie obcigzenia
11) Skonfigurowa¢ zdalne serwery uwierzytelniania LDAP i RADIUS na FortiGate
12) Monitorowa¢ uzytkownikow firewall z poziomu GUI FortiGate
13) Wdraza¢ Fortinet Single Sign-On (FSSO) zintegrowany z Microsoft Active Directory
(AD)
14) Opisa¢ funkcje szyfrowania i certyfikaty
15) Opisa¢ inspekcje SSL na FortiGate
Projekt ,Cyberbezpieczny Powiat Nowodworski” jest wspotfinansowany
przez Unie Europejska ze srodkow Europejskiego Funduszu Rozwoju Regionalnego
w ramach Programu Fundusze Europejskie na Rozwéj Cyfrowy.
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16)

17)

18)
19)
20)
21)
22)
23)
24)

Konfigurowaé profile bezpieczenstwa neutralizujagce zagrozenia i niewlasciwe uzycie,
w tym wirusy, torrenty i nieodpowiednie strony WWW

Stosowa¢ techniki kontroli aplikacji do monitorowania 1 kontrolowania ruchu
aplikacyjnego, rowniez na niestandardowych portach i protokotach

Konfigurowa¢ tunele IPsec VPN za pomocg kreatora i metodg manualng
Konfigurowaé¢ SD-WAN 1 weryfikowa¢ dystrybucje ruchu

Rozpoznawac zadania urzadzenia gldwnego 1 zapasowego w klastrze HA
Identyfikowac roézne tryby dziatania HA z wykorzystaniem protokotu FGCP
Diagnozowac i korygowac typowe problemy

Identyfikowa¢ FortiGate VM oraz FortiGate CNF w chmurze

Identyfikowa¢ FortiSASE oraz jego zastosowania

Wymagania dodatkowe dotyczace szkolenia FortiOS Administrator:

1))
2)

Szkolenie powinno przygotowywac do egzaminu FCP — FortiOS.

Uczestnik otrzyma certyfikat ukonczenia szkolenia podpisany przez Fortinet.

11 szkolenie — Zarzadzanie bezpieczenstwem w Srodowisku MS Windows Server

oraz Windows 10/11

Typ szkolenia: Zdalne. Czas trwania minimum 5 dni (minimum 30 godzin).

Zakres szKkolenia powinien zwigksza¢ Swiadomos¢ w zakresie zagrozen i zarzadzania
bezpieczenstwem Srodowisk opartych o produkty serwerowe i klienckie systemy operacyjne
firmy Microsoft.

Szkolenie obejmowac przynajmniej ponizsze zagadnienia:

1))

Identyfikacja zagrozen wystepujacych w srodowisku Windows wg norm ISO/IEC

a) Klasyfikacja wspolczesnych zagrozen

Projekt ,,Cyberbezpieczny Powiat Nowodworski” jest wspétfinansowany
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b) Zakres systemu zarzadzania bezpieczenstwem

c) Szacowanie kosztow i szans osiagni¢cia zatozonego poziomu zabezpieczen
2) Bezpieczne uwierzytelnianie 1 ochrona poswiadczeh w systemie Windows
(z wykorzystaniem narzedzia MimiKatz)

a) Przeglad metod uwierzytelniania

b) Analiza ryzyka procesu uwierzytelniania

c) Ataki typu Offline - eskalacja uprawnien

d) Ataki Pass-the-hash i Pass-the-Ticket

e) Legacy LAPS i Windows LAPS

f) Zarzadzanie politykami hasel domenowych z uwzglgednieniem PSO

g) Zarzadzalne konta serwisowe (gMSA)

h) Credential Guard

1) Tymczasowa przynalezno§¢ do grup zabezpieczeh ADDS (Just in Time

Administration)
3) Autoryzacja dostepu do zasobow

a) Kontrola i inspekcja dost¢pu na podstawie ACL

b) Projektowanie zaawansowanych zasad inspekcji

c) Autoryzacja oparta na o§wiadczeniach
4) Kontrola praw 1 uprawnien uzytkownikow

a) Przeglad i konfiguracja uprawnien uzytkownikoéw

b) Optymalizacja narz¢dzia UAC

c) Restrykcje dotyczace korzystania z no$nikéw zewnetrznych

d) Regulty AppLocker dotyczace uruchamianego oprogramowania

e) Limitowane sesje PowerShell (Just Enough Administration)
5) Infrastruktura Klucza Publicznego

a) Planowanie, wdrozenie 1 utrzymanie roli AD CS

b) Metody dystrybucji i zarzadzanie certyfikatami

c) Zabezpieczanie komunikacji — protokoty TLS i IPsec oraz rola Windows Defender

Firewall with Advanced Security

d) Podpisywanie cyfrowe dokumentéw MS Office i plikow PDF

e) Podpisywanie skryptow PowerShell

6) Uwierzytelnianie dwusktadnikowe

Projekt ,,Cyberbezpieczny Powiat Nowodworski” jest wspétfinansowany
przez Unie Europejska ze srodkéw Europejskiego Funduszu Rozwoju Regionalnego
w ramach Programu Fundusze Europejskie na Rozwdj Cyfrowy.
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a) Przeglad infrastruktury kart inteligentnych i tokenow
b) Dwusktadnikowe uwierzytelnianie na stacjach roboczych
7) Szyfrowanie danych w oparciu o dobre praktyki
a) Bitlocker 1 Bitlocker To Go
b) Encrypted File System
8) Network Policy Server (serwer zasad sieciowych)
a) Kontrola dostepu do sieci bezprzewodowych z wykorzystaniem serwera RADIUS
9) Analiza ruchu sieciowego
a) Dziatania majace na celu zabezpieczenie protokotu SMB
b) Zabezpieczenie systemu rozwigzywania nazw DNS
10) Konfiguracja uprawnien ustug systemowych
11) Analiza bezpieczenstwa i hardening systemow
a) Zaawansowane monitorowanie bezpieczenstwa systemow w oparciu o Sysmon
b) Security Compliance Toolkit (SCT)
c) Restricted Groups
d) Tiering Active Directory
e) Polityki uwierzytelniania
f) Idea wykorzystania stacji uprzywilejowanego dostepu (PAW) oraz serwerow
przesiadkowych (Jump servers)

12) Zarzadzanie poprawkami systemowymi i oméwienie mechanizmu Windows Update

Wymagania dodatkowe dotyczace szkolenia:
1) Uczestnik szkolenia Zarzadzanie bezpieczenstwem w srodowisku MS Windows Server

1 Windows 10/11 (on-premises) otrzyma certyfikat wystawiony imiennie.

IV. O udzielenie niniejszego zamowienia moga ubiega¢ si¢ Wykonawcy, ktorzy spelniaja

warunki:

1. Informacje dotyczace wymagan w zakresie przeprowadzenia szkolenia:

1) Wykonawca w ramach otrzymanego wynagrodzenia zapewni uczestnikom szkolenia imienne
certyfikaty potwierdzajace ukonczenie szkolenia i jego zakres.

Projekt ,,Cyberbezpieczny Powiat Nowodworski” jest wspétfinansowany
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2) Certyfikaty dla osob uczestniczacych w szkoleniu musza by¢ odpowiednio oznakowane,
jednoznacznie wskazujace na projekt i zroédto jego finansowania.

3) Czas trwania szkolenia:

FortiOS Administrator: minimum 12 godzin wykladow 1 minimum 10 godzin ¢wiczen

praktycznych.

Szkolenie z zakresu zarzadzania bezpieczenstwem w $rodowisku MS Windows Server i

Windows 10/11 (on-premises): minimum 5 dni (minimum 30 godzin).

4) Wykonawca nie moze bez zgody Zamawiajacego przekazaé w calosci praw i obowiazkoéw
wynikajacych z tresci niniejszej umowy na rzecz osob trzecich.

5) W realizacji zaméwienia musza zosta¢ zachowane zasady roOwnos$ci szans
1 niedyskryminacji, w tym dostgpnos¢ dla osdb z niepelnosprawnosciami oraz réwnosci
kobiet i m¢zczyzn. W ramach szkolen przewidziana jest rowna dostgpnos¢ dla kobiet
1 me¢zczyzn oraz 0sOb niepetnosprawnych. Opracowane dokumentacje bgda musialy by¢
dostarczone w formie papierowej lub elektronicznej z mozliwos$ciag powigkszania tresci.

2. Wymagania dotyczace Wykonawcy:

1) O udzielenia zamdwienia moze ubiega¢ si¢ Wykonawca niepodlegajacy wykluczeniu
spetniajacy warunki udzialu w postgpowaniu, tj.:

a) majacy co najmniej 2 letnie doswiadczenie w przygotowaniu i przeprowadzeniu
szkolen budujacych 1 wzmacniajacych $wiadomos$¢ cyberzagrozen oraz
w przygotowaniu 1 przeprowadzeniu szkolen z zakresu zarzadzania urzadzeniami
Fortigate, co Zamawiajacy zweryfikuje na podstawie oswiadczenia Wykonawcy,
zawartego w zataczniku nr 1 — formularz ofertowy.

b) zrealizowat przynajmniej 3 zamowienia obejmujgce wykonanie szkolen z zakresu
zarzadzania urzadzeniami Fortigate oraz przynajmniej 3 zamowienia z zakresu
zarzadzania bezpieczenstwem w Srodowisku MS Windows Server 1 Windows
10/11, co Zamawiajacy zweryfikuje na podstawie wykazu ustug zrealizowanych
w okresie trzech ostatnich lat — wzor wykazu stanowi zatgcznik nr 3 do niniejszego
zapytania ofertowego

c) dysponuje lub bedzie dysponowal co najmniej 1 trenerem, ktory bedzie
uczestniczy¢ w realizacji zamowienia 1 ktory:

° posiada oficjalny certyfikat trenera (Fortinet Certified Trainer dla szkolenia
FortiOS, Microsoft Certified Trainer dla szkolenia z zarzadzania bezpieczenstwem
w srodowisku MS Windows Server 1 Windows 10/11)

° przeprowadzil w okresie ostatnich dwoch lat przed uptywem terminu sktadania
ofert przynajmniej 20 godzin (zegarowych) szkoleh z zakresu opisanego
w szczegdtach kazdego ze szkolen. W przypadku wyznaczenia jednego trenera
Zamawiajacy wymaga aby posiadal on udokumentowane doswiadczenie w obu
obszarach.

2) Na potwierdzenie spelnienia ww. warunkow Wykonawca zobowigzany jest przedstawic:

a) wykaz uslug zrealizowanych w okresie ostatnich trzech lat — wzor wykazu stanowi

Projekt ,,Cyberbezpieczny Powiat Nowodworski” jest wspétfinansowany
przez Unie Europejska ze srodkéw Europejskiego Funduszu Rozwoju Regionalnego
w ramach Programu Fundusze Europejskie na Rozwdj Cyfrowy.
Umowa o powierzenie grantu o numerze FERC.02.02-CS.01-001/23/1091/FERC.02.02-CS.01-001/23/2024
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zalacznik nr 3 do niniejszego zapytania ofertowego wraz z dokumentami
potwierdzajacymi ich wykonanie (referencje, protokoty, faktury etc.)

b) wykaz o0s6b przeznaczonych do realizacji zamdwienia publicznego,

w szczegllnosci  odpowiedzialnych za  przeprowadzenie szkolen, wraz
z informacjami na temat ich uprawnief, a takze kopiami dokumentoéw
potwierdzajacymi posiadane doswiadczenie 1 certyfikaty — wzor wykazu stanowi
zalacznik nr 4 do niniejszego zapytania ofertowego.

3) Wykonawca, ktory nie wykaze spelnienia warunkow udzialu w postgpowaniu, podlegac

bedzie wykluczeniu z udziatu w postgpowaniu. Oferte wykonawcy wykluczonego uznaje si¢
za odrzucong.

4) Zamawiajacy zastrzega sobie prawo sprawdzania w toku oceny ofert wiarygodnos$ci

przedstawionych przez Wykonawce dokumentoéw, wykazéw, danych i informacii.

5) O udzielenie zamdwienia nie moze ubiegac si¢ Wykonawca w stosunku do ktérego zachodzi

ktorakolwiek z okolicznosci, o ktorych mowa w art. 7 ust. 1 ustawy z dnia 13 kwietnia 2022 r.
o szczegOlnych rozwigzaniach w zakresie przeciwdzialania wspieraniu agresji na Ukraing
oraz stuzacych ochronie bezpieczenstwa narodowego (Dz. U. z 2025 r. poz. 514);
Zamawiajacy wykluczy z postepowania wykonawce, ktory jest powigzany z Zamawiajacym
osobowo lub kapitalowo. Przez powigzania kapitatowe lub osobowe rozumie si¢ wzajemne
powigzania migdzy beneficjentem lub osobami upowaznionymi do zaciggania zobowigzan w
imieniu beneficjenta lub osobami wykonujagcymi w imieniu beneficjenta czynnos$ci zwigzane
z przygotowaniem i przeprowadzeniem procedury wyboru wykonawcy a wykonawca,
polegajace w szczegdlnosci na:

a) uczestniczeniu w spotce, jako wspolnik spotki cywilnej lub spotki osobowe;,

b) posiadaniu co najmniej 10% udziatéw lub akcji, pelnieniu funkcji cztonka
organu nadzorczego lub zarzadzajacego, prokurenta, pelnomocnika,

c) pozostawaniu w zwigzku matzenskim, w stosunku pokrewienstwa lub
powinowactwa w linii prostej, pokrewienstwa drugiego stopnia lub powinowactwa
drugiego stopnia w linii bocznej lub w stosunku przysposobienia, opieki lub
kurateli.

6) Kody CPV: 80510000-2 Ustugi szkolenia specjalistycznego.

OPIS SPOSOBU PRZYGOTOWANIA OFERTY

1. Oferent powinien stworzy¢ ofert¢ na formularzu zataczonym do niniejszego zapytania

ofertowego.

2. Do oferty nalezy dotaczyc¢:

1) Kompletny, wypeliony formularz ofertowy stanowiacy zalacznik nr 1 do zapytania
ofertowego,

Projekt ,,Cyberbezpieczny Powiat Nowodworski” jest wspétfinansowany
przez Unie Europejska ze srodkéw Europejskiego Funduszu Rozwoju Regionalnego
w ramach Programu Fundusze Europejskie na Rozwdj Cyfrowy.
Umowa o powierzenie grantu o numerze FERC.02.02-CS.01-001/23/1091/FERC.02.02-CS.01-001/23/2024
strona7z13



VI.

Fundusze Europejskie Rzeczpospolita Dofinansowane przez g—"&;‘“&'é CENTS
na Rozwdj Cyfrowy - Polska Unie Europejska -"i-g“._H’}fa,

98]

10.
11.

2) Oswiadczenie o braku powigzan osobowych lub kapitalowych stanowigce zalacznik
nr 2 do zapytania ofertowego,

3) Wykaz ustug stanowiacy zatacznik nr 3 do zapytania ofertowego,

4) Wykaz os6b stanowigcy zatacznik nr 4 do zapytania ofertowego.

Oferta powinna:
1) zawiera¢ adres lub siedzibe oferenta, numer telefonu, numer NIP,

2) by¢ podpisana przez osobe¢ upowazniong/osoby upowaznione do reprezentowania
Wykonawcy. Jezeli w imieniu Wykonawcy dziata osoba, ktorej umocowanie do jej
reprezentowania nie wynika z dokumentoéw rejestrowych (KRS, CEiDG lub innego
wlasciwego rejestru), Wykonawca dolaczy do oferty odpowiednie pelnomocnictwo.

Wykonawca ma prawo ztozy¢ tylko 1 oferte. Ztozenie przez Wykonawce wiecej niz
1 oferty, skutkuje odrzuceniem wszystkich ofert ztozonych przez tego Wykonawce.
Wszelkie koszty przygotowania oferty ponosi Wykonawca.

Nie przewiduje si¢ zwrotu kosztow udzialu w postgpowaniu.

Wykonawca informuje Zamawiajacego o informacjach zawartych w ofercie stanowigcych
tajemnice przedsigbiorstwa.

Zamawiajacy nie dopuszcza sktadania ofert czesciowych.

Zamawiajacy nie dopuszcza sktadania ofert wariantowych.

Zamawiajacy nie przewiduje udzielania zamowien uzupetniajacych.

Zamawiajacy zwraca uwagg, ze szkolenia bedace przedmiotem zamowienia maja charakter
ksztatcenia zawodowego 1 sg finansowane w catosci ze $rodkéw publicznych, w zwigzku
z czym sg one zwolnione z podatku od towaréw i uslug na podstawie §3 ust. 1 pkt 14
rozporzadzenia Ministra Finansow z dnia 20 grudnia 2013 roku w sprawie zwolnien od
podatku towarow 1 uslug oraz warunkéw stosowania tych zwolnien (t.j. Dz.U. 2023 poz.
955).

MIEJSCE ORAZ TERMIN SKLADANIA OFERT

Oferte wraz z zalacznikami nalezy zlozy¢ osobiscie w sekretariacie pokd) numer 20
Starostwa lub wysta¢ pocztg lub kurierem na adres Starostwo Powiatowe w Nowym Dworze
Gdanskim ul. gen. Wiadystawa Sikorskiego 23, 82-100 Nowy Dwoér Gdanski w terminie do
dnia 20.02.2026 r. do godziny 14.00, na kopercie wpisujac ,,Szkolenia Fortigate
»Cyberbezpieczny Powiat Nowodworski” z dopiskiem ,,Nie otwiera¢ przed terminem
skladania ofert”.

O terminowym zlozeniu oferty decyduje data wptywu na wskazany powyzej adres.
Zamawiajacy odrzuci ofertg ztozong po terminie sktadania ofert.

Oferta winna by¢ sporzadzona w jezyku polskim pod rygorem niewaznosci. Dokumenty
sporzadzone w jezyku obcym sa sktadane wraz z thumaczeniem przysiegltym na jezyk polski.
Zamawiajacy nie dopuszcza innej formy i sposobu skladania ofert niz wskazany ust. 1.
Niespetnienie tego wymogu oznacza niezgodno$¢ oferty z Zapytaniem. Oferty zlozone
w inny sposob zostang odrzucone przez Zamawiajacego.

Projekt ,,Cyberbezpieczny Powiat Nowodworski” jest wspétfinansowany
przez Unie Europejska ze srodkéw Europejskiego Funduszu Rozwoju Regionalnego
w ramach Programu Fundusze Europejskie na Rozwdj Cyfrowy.
Umowa o powierzenie grantu o numerze FERC.02.02-CS.01-001/23/1091/FERC.02.02-CS.01-001/23/2024
strona 8z 13



Fundusze Europejskie Rzeczpospolita Dofinansowane przez g—"&;‘“&'é CENTS
na Rozwdj Cyfrowy - Polska Unie Europejska -"i-g“._H’}fa,

VII. OCENA OFERT

1. Przy wyborze oferty Zamawiajacy bedzie si¢ kierowal nastepujacym kryterium:
1) Jedynym kryterium oceny ofert (100%) bedzie cena catkowita za wykonanie
przedmiotu zamdwienia, wynikajaca z oferty sporzadzonej przez Wykonawce zgodnie
z formularzem ofertowym, stanowigcym zalacznik nr 1 do niniejszego zapytania.

W kryterium cena, ocena ofert zostanie przeprowadzona wg formuty:

Cena najnizsza sposrod ztozonych ofert

x 100
Cena badanej oferty

Otrzymane punkty =

2. W przypadku gdy wybrany Wykonawca odstapi od podpisania umowy z Zamawiajacym,
mozliwe jest podpisanie przez Zamawiajagcego umowy z kolejnym Wykonawca, ktory
w postepowaniu uzyskal kolejng najwyzsza liczbe punktow.
3. Zamawiajacy moze w toku badania i oceny ofert zagda¢ od Oferentow dodatkowych
wyjasnien dotyczacych tresci ztozonych zalacznikoéw do oferty.
4. Zamawiajacy wyjasni i poprawi w formularzu ofertowym:
e oczywiste omylki pisarskie,
e oczywiste omylki rachunkowe, z uwzglednieniem konsekwencji rachunkowych
dokonanych poprawek,

e inne omylki polegajace na niezgodnosci oferty z opisem zawartym w zapytaniu
ofertowym niepowodujace istotnych zmian w tresci oferty.

6. Poprawienie przez Zamawiajacego oczywistych omylek pisarskich oraz rachunkowych
konsekwencji rachunkowych dokonanych poprawek nie wymaga uzyskania zgody
wykonawcy. Wykonawca moze nie wyrazi¢ zgody na poprawienie przez zamawiajacego
innych omytek polegajacych na niezgodno$ci oferty z opisem zawartym w zapytaniu
ofertowym niepowodujace istotnych zmian w tresci oferty. Brak zgody Wykonawca musi
wnie$¢ na piSmie w wyznaczonym przez Zamawiajacego terminie.

7. Zamawiajacy zastrzega sobie prawo do uniewaznienia postgpowania bez dokonania wyboru
zadnej z ofert, bez podania przyczyny, na kazdym etapie prowadzonego postepowania.
Z tytulu uniewaznienia postepowania, Wykonawcy nie przystuguje zadne roszczenie wobec
Zamawiajacego.

VIII.  WYNAGRODZENIE WYKONAWCY

Wynagrodzenie za wykonanie przedmiotu zamdwienia nastapi zgodnie z § 4 wzoru umowy
stanowigcym zatgcznik nr 5 do zapytania ofertowego.

IX. KLAUZULA INFORMACYJNA DOTYCZACA PRZETWARZANIA DANYCH
OSOBOWYCH

1. W celu wykonania obowigzku natozonego w drodze art. 13 i 14 RODO, w zwiazku z art.

88 ustawy wdrozeniowej, informujemy iz odrebnymi administratorami Panstwa danych sa:
Projekt ,,Cyberbezpieczny Powiat Nowodworski” jest wspétfinansowany
przez Unie Europejska ze srodkéw Europejskiego Funduszu Rozwoju Regionalnego
w ramach Programu Fundusze Europejskie na Rozwdj Cyfrowy.
Umowa o powierzenie grantu o numerze FERC.02.02-CS.01-001/23/1091/FERC.02.02-CS.01-001/23/2024
strona9z13



4.

Fundusze Europejskie

) Rzeczpospolita Dofinansowane przez L‘%‘éf’fé cents
na Rozwdj Cyfrowy - Polska Unie Europejska -i-g“._H’}fa,

1) Minister Funduszy i Polityki Regionalnej (dalej jako MFiPR), w zakresie w jakim pelni
funkcje Instytucji Zarzadzajacej (IZ) Funduszami Europejskimi na Rozwdj Cyfrowy
2021- 2027 (dalej jako FERC) z siedziba przy ul. Wspolnej 2/4, 00-926 Warszawa,

2) Centrum Projektéw Polska Cyfrowa (dalej jako CPPC) w zakresie w jakim pelni funkcje
Instytucji Posredniczacej (IP) FERC, z siedziba przy ul. Spokojnej 13A, 01-044
Warszawa,

3) Centrum Projektéw Polska Cyfrowa (dalej jako CPPC) w zakresie w jakim pelni funkcje
Beneficjenta FERC, z siedzibg przy ul. Spokojnej 13A, 01-044 Warszawa.

4) Powiat Nowodworski w zakresie w jakim pelni funkcje Grantobiorcy, Zamawiajacego.

Powiat Nowodworski jako Zamawiajacy wyznaczyt Inspektora Ochrony Danych
Osobowych, Pana Jakuba Neumanna, z ktorym w sprawach dotyczacych przetwarzania
danych osobowych mozna skontaktowaé si¢ za posrednictwem poczty elektronicznej pod
adresem iod@nowydworgdanski.pl lub poczty tradycyjnej na adres: Starostwo Powiatowe
w Nowym Dworze Gdanskim ul. gen. Wladystawa Sikorskiego 23, 82-100 Nowy Dwor
Gdanski.

Administratorzy bedg przetwarza¢ dane osobowe na podstawie:

1) art.6 ust. 1 lit. c RODO w celu zwigzanym z postgpowaniem o udzielenie zamdwienia;

2) art. 6 ust. 1 lit. c RODO w zwigzku z przepisami:
art. 87 z dnia 28 kwietnia 2022 r. o zasadach realizacji zadan finansowanych ze srodkéw
europejskich w perspektywie finansowej 2021-2027) (tekst jednolity Dz.U. z 2024 r.
poz. 1717),

a) art. 61 ustawy z 28 kwietnia 2022 r. o zasadach realizacji zadan finansowanych ze
srodkdw europejskich w perspektywie finansowej 2021-2027 (Dz. U. z 2022 r. poz.
1079 z p6zn. zm.),

b) ustawa z 14 czerwca 1960 r. - Kodeks postgpowania administracyjnego (tekst jednolity
Dz.U. 22024 r. poz. 572),

c) art. 206 ustawy z dnia 27 sierpnia 2009 r. o finansach publicznych (tekst jednolity

Dz. U. 22024 r. poz. 1530, z p6zn. zm.),

d) Porozumienie trojstronne w sprawie systemu realizacji programu , Fundusze
Europejskie na Rozwdj Cyfrowy 2021-2027” 2 2.02.2023 r.,

e) rozporzadzenia Ministra Cyfryzacji z dnia 16 lutego 2023 r. w sprawie udzielania pomocy
na rozw¢j infrastruktury szerokopasmowej w ramach programu Fundusze Europejskie
na Rozwoj Cyfrowy 2021-2027 (Dz. U. z 2023 r. poz. 405).

Powiat Nowodworski przetwarza jedynie dane osobowe niezbedne do realizacji
okreslonego celu przetwarzania, w tym w szczegdlnosci:

1) imi¢, nazwisko, adres poczty -elektronicznej, adres korespondencyjny, numer
telefonu/faxu, adres zamieszkania, NIP, REGON - przekazane przez Wykonawce
bedacego osobg fizyczng lub uzyskane z publicznego rejestru (CEIDG),

2) imig, nazwisko, stanowisko stuzbowe, adres poczty elektronicznej, numer telefonu/faxu —
pelnomocnikéw oraz osob wskazanych przez Wykonawce do kontaktu, zawarcia lub
realizacji umowy,
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5. inne dane osobowe przekazane przez Wykonawce niezbedne do realizacji przedmiotu

umowy.

6. Pani/Pana dane osobowe beda przechowywane przez okres wskazany w Umowie

0 powierzenie grantu zawartej przez Zamawiajacego z Beneficjentem (Grantodawca).
Okres ten moze zosta¢ przedtuzony do czasu uptywu okresu przedawnienia ewentualnych
roszczen, jesli przetwarzanie danych osobowych bedzie niezbgdne do dochodzenia lub
obrony przed takimi roszczeniami.

7. Pani/Pana dane osobowe mogg by¢ powierzane lub udostepniane:

1) podmiotom, w tym ekspertom, o ktorych mowa w art. 80 ustawy wdrozeniowej, ktérym
zleciliémy wykonywanie zadan w ramach realizacji FERC,

2) instytucji audytowej, o ktorej mowa w art. 71 rozporzadzenia Parlamentu Europejskiego
Rady (UE) 2021/1060 z dnia 24 czerwca 2021 r. ustanawiajagcego wspoOlne przepisy
dotyczace Europejskiego Funduszu Rozwoju Regionalnego, Europejskiego Funduszu
Spotecznego Plus, Funduszu Spdjnosci, Funduszu na rzecz Sprawiedliwej Transformacji
Europejskiego Funduszu Morskiego, Rybackiego 1 Akwakultury, a takze przepisy
finansowe na potrzeby tych funduszy oraz na potrzeby Funduszu Azylu, Migracji
i Integracji, Funduszu Bezpieczenstwa Wewnetrznego 1 Instrumentu Wsparcia
Finansowego na rzecz Zarzadzania Granicami 1 Polityki Wizowe;,

3) instytucjom Unii Europejskiej (UE) lub podmiotom, ktorym UE powierzyta zadania
dotyczace wdrazania FERC,

4) podmiotom, ktore wykonuja dla nas ustugi zwigzane z obstuga i rozwojem systemow
teleinformatycznych, a takze zapewnieniem lacznos$ci, np. dostawcom rozwigzan IT
1 operatorom telekomunikacyjnym.

8. W odniesieniu do Pani/Pana danych osobowych decyzje nie bedg podejmowane w sposob

zautomatyzowany, stosowanie do art. 22 RODO.

9. Posiada Pani/Pan:

na podstawie art. 15 RODO prawo dostepu do danych osobowych Pani/Pana dotyczacych;

na podstawie art.16 RODO prawo do sprostowania Pani/Pana danych osobowych*;
na podstawie art. 18 RODO prawo zadania od administratora ograniczenia przetwarzania

danych  osobowych z  zastrzezeniem  przypadkéw, o  ktérych  mowa

w art.18 ust.2 RODO**;

prawo do wniesienia skargi do Prezesa Urzedu Ochrony Danych Osobowych, gdy uzna
Pani/Pan, ze przetwarzanie danych osobowych Pani/Pana dotyczacych narusza przepisy
RODO.
10. Nie przystuguje Pani/Panu:

w zwigzku z art. 17 ust. 3 lit. b, d lub e RODO prawo do usuni¢cia danych osobowych;

prawo do przenoszenia danych osobowych, o ktérym mowa w art. 20 RODO;
na podstawie art. 21 RODO prawo sprzeciwu, wobec przetwarzania danych osobowych, gdyz
podstawa prawng przetwarzania Pani/Pana danych osobowych jest art. 6 ust. 1 lit. ¢ RODO."

Wyjasnienie: skorzystanie z prawa do sprostowania nie moze skutkowac¢ zmiang
wyniku postgpowania o udzielenie zamowienia publicznego ani zmiang postanowien
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umowy w zakresie niezgodnym z ustawqg Pzp oraz nie moze naruszac integralnosci
protokotu oraz jego zatgcznikow.

Wyjasnienie: prawo do ograniczenia przetwarzania nie ma zastosowania
w odniesieniu do przechowywania w celu zapewnienia korzystania ze Srodkow ochrony
prawnej lub w celu ochrony praw innej osoby fizycznej lub prawnej, lub z uwagi na wazne
wzgledy interesu publicznego Unii europejskiej lub panstw cztonkowskich.

TERMIN ZWIAZANIA OFERTA

Wykonawca pozostaje zwigzany ztozong ofertg przez okres 30 dni. Bieg terminu zwigzania
oferta rozpoczyna si¢ wraz z uptywem terminu sktadania ofert.

Wykonawca samodzielnie lub na wniosek Zamawiajagcego moze przedluzy¢ termin
zwigzania oferta.

DODATKOWE INFORMACJE

Po stronie Zamawiajacego osobg do kontaktow w sprawie zamodwienia jest:
Pan Marcin Karbownik oraz Pan Krzysztof Firko

tel.: +48 55 247 36 71 wew. 171

e-mail: starostwo@nowydworgdanski.pl
W tytule wiadomos$ci nalezy wpisa¢ ,,Zapytanie Szkolenie Fortigate Administrator
Cyberbezpieczny Powiat Nowodworski”.

Kazdy Wykonawca ma prawo zwroci¢ si¢ do Zamawiajagcego o wyjasnienie tresci
zapytania ofertowego. Pytania Wykonawcow musza by¢ przekazane za posrednictwem
poczty elektronicznej na wyzej wskazany adres.

Zamawiajacy udzieli odpowiedzi najpozniej na 2 dni przed uptywem terminu sktadania
ofert pod warunkiem, ze wniosek o wyjasnienie tresci zapytania ofertowego wplynat do
zamawiajacego nie pdzniej niz 4 dni przed uptywem terminu sktadania ofert.

Jezeli Zamawiajacy nie udzieli wyjasnien w terminie, o ktorym mowa w ust. 4, przedtuza
termin sktadania ofert o czas niezbedny do zapoznania si¢ wszystkich zainteresowanych
wykonawcow z wyjasnieniami niezbednymi do nalezytego przygotowania i zlozenia
oferty.

W przypadku, gdy wniosek o wyjasnienie tresci zapytania ofertowego nie wplynat
w terminie, o ktorym mowa w ust. 4, Zamawiajacy nie ma obowigzku udzielania
wyjasnien oraz obowigzku przedtuzania terminu sktadania ofert.

Jezeli zaoferowana cena bedzie razaco niska w stosunku do przedmiotu zamoéwienia lub
bedzie budzita watpliwosci co do mozliwosci wykonania przedmiotu zamowienia zgodnie
z wymaganiami okreslonymi przez Zamawiajacego, Zamawiajacy zwrdci sie do
Wykonawcy o udzielenie wyjasnien, w tym ztozenie dowodow dotyczacych wyliczenia
ceny. Obowigzek wykazania, ze oferta nie zawiera razaco niskiej ceny lub kosztu bedzie
spoczywac¢ na Wykonawcy.
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8. Zamawiajacy odrzuci ofert¢ Wykonawcy, ktory nie udzieli wyjasnien, o ktorych mowa
powyzej lub jezeli dokonana ocena tych wyjasnien wraz ze zlozonymi dowodami
potwierdzi, ze zawiera razgco niska cene w stosunku do przedmiotu zamowienia.

XII. ZALACZNIKI

Zatacznik nr 1 - Formularz ofertowy,
Zatacznik nr 2 — Oswiadczenie o braku powigzan,

Zakacznik nr 3 — Wykaz ushug,
Zatacznik nr 4 — Wykaz osob

Zatacznik nr 5 — Wzbr umowy,
Zalacznik nr 6 — Klauzula informacyjna FERC.

A

Z up. STAROSTY
Q)

Lubomir Glowacki
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